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24-357-1 - Trane terms and conditions and template

From Melissa Tartaglia <mtartaglia@co.hernando.fl.us>

Date Tue 8/6/2024 9:11 AM

To  Craig Becker <CraigB@co.hernando.fl.us>

Cc  Pamela Hare <phare@co.hernando.fl.us>; Lisa Morgan <LMorgan@co.hernando.fl.us>

ﬂl 1 attachment (2 MB)
Proposal Hernando Cty Gov Courthouse RTU-1 UPCM Rplc. 02.07.24 REV-TC (002)_MAT080624.pdf;

Hey, Craig:

The Trane agreement is fine. Attached is the agreement with legal approval stamp. | don’t see any reason why
the same format couldn’t be used for future Trane projects.

This LR is concluded.

Sincerely,

Melissa A. Tartaglia, Esq.

FBN: 0116033

Asst. County Attorney

Office of Jon A. Jouben, Hernando County Attorney
20 N. Main St.

Brooksville, FL 34601

(352) 754-4122 ext. 20137
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Hernando Cty Gov Courthouse RTU-1 UPCM Rplc.
Proposal ID: 7625580

]

Trane U.S. Inc.

902 N. Himes Avenue

Tampa, FL 33609

Phone: (813) 877-8251

Service Contact: (813) 877-8252

February 07, 2024

Hernando Cnty Facilities Site Address:
1525 EAST JEFFERSON ST HERNANDO CO GOV CTR
Brooksville, FL 34601-3460 20 N Main St

Brooksville, FL 34601

ATTENTION: Craig Becker

PROJECT NAME: Hernando Cty Gov Courthouse RTU-1 UPCM Rplc.
CO-OP QUOTE NUMBER: H5-OH4AA0-24-001 CO-OP OR FEDERAL CONTRACT ID: OMNIA Racine #3341

We are pleased to propose the following Trane services for the equipment listed. Services will be performed using Trane’s
exclusive service procedures provided by factory trained and experienced technicians. You receive the full benefit of our
expertise derived from being Trane equipment’s original manufacturer. Our procedures are environmentally and safety
conscious while providing for the efficient delivery of these services.

SCOPE OF SERVICE

This work includes controls material and installation associated to replace existing UPCM controller and enclosure serving
CHW RTU-1

Provide and install the following:

e New Trane BACnet Controller.

e New NEMA 4 Enclosure.

e New duct static Pressure sensor (reuse existing pressure tubing).

Reuse existing sequence of operation to program new Trane controller.

Update existing graphics to represent existing equipment, including control /monitoring points for operator viewing and
editing.

Customer electrician to provide BACnet Communication link from RTU-1 to existing Tracer SC+ located in third floor.

All other existing controllers, sensors, relays, wiring, conduit, enclosures, interlocks, actuators, and end devices not
mentioned above will remain as-is.

Work to be completed during regular working hours.

© 2024 Trane Technologies Al rights reserved Page 1 of 9 Service Quote



O/Zr,ﬂ,f}zn HERNANDO NTY PURCHASE ORDER TERMS AND CONDITION

GENERAL
The condition of this order may not be changed by Vendor/Contractor. If order is not acceptable, retum to Hernando County Purchasing and Contracts
Department. Failure of a Vendor/Contractor to deliver according to this purchase order awarded to him or to comply with any of the terms and conditions
therein may disqualify him from receiving future orders.

QUALITY

All material or services furnished on this order must be as specified and subject to County inspection and approval within a reasonable time after
delivery at destination. Variations in materials or services from those specified in this order must not be made without written authority from the Chief
Procurement Officer. Materials rejected will be returmed at the Vendor/Contractor’'s risk and expense.

QUANTITY/PRICE
The quantity of materials ordered or the prices specified must not be exceeded without written authority being first obtained from the Chief Procurement

Officer.

INDEMNITY AND INSURANCE
The Vendor/Contractor agrees to indemnify and hold harmless Hernando County, including its officers, agents and employees, from all claims,
damages, losses and expenses, including reasonable attorneys’ fees, and costs brought or incurred on account of injuries or damages sustained by any
party due to the operations of the Vendor/Contractor under this contract. The Vendor/Contractor further agrees to provide workers' compensation for all
employees, and to maintain such general and auto liability insurance as is deemed necessary by the County for the particular circumstances and
operations of the Vendor/Contractor. The Vendor/Contractor further agrees to provide the County with Certificates of Insurance, indicating the amount of
coverage in force, upon request.

PACKING

Packages must be plainly marked with shipper's name and purchase order number; charges are not allowed for boxing or crating unless previously
agreed upon in writing.
DELIVERY

All materials must be shipped F. O. B. destination. The County will pay no freight or express charges, except by previous agreement. If specific
purchase is negotiated on the basis of F.O.B. shipping point, VENDOR/CONTRACTOR ARE TO PREPAY SHIPPING CHARGES AND ADD TO
INVOICE. Delivery must actually be affected within the time stated on purchase made between 8:00 AM and 5:00 PM Monday to Friday inclusive uniess
otherwise stated. In case of default by the Vendor/Contractor, Hemando County may procure the articles or services covered by this order from other
sources and hold the Vendor/Contractor responsible for any excess occasioned thereby.

PAYMENT
Partial billing will be accepted only for items received within the specified delivery period. Payments for items delivered after this specified delivery
period will be made after the entire order is completed and accepted by Hernando County. Payment shall be made in accordance with Florida Statute
218, Florida Prompt Payment Act. Payment for accepted equipment/supplies/services will be accomplished by submission of an invoice, in duplicats; to
the Ship To Address on the front of the purchase order unless otherwise indicated.

MATERIAL SAFETY DATA SHEET
The Vendor/Contractor agrees to furnish Herando County with a current Material Safety Data Sheet (MSDS) on or before delivery of each and every
hazardous chemical or substance purchased which is classified as toxic under Florida Statute 442. Appropriate labels and MSDSs shall be provided for
all shipments. Send MSDSs and other pertinent data to: Hernando County Purchasing and Contracts Department, 20 North Main Street, Room 365,
Brooksville, FL 34601-2828.

OSHA REQUIREMENT

The Vendor/Contractor or contractor hereby guarantees Hemando County that all materials, supplies and equipment as listed on the purchase order
meet the requirements, specifications and standards as provided for under the Federal Occupations Safety and Health Administration Act of 1970, as
from time to time amended and in force at the date thereof.

LEGALLY AUTHORIZED WORKFORCE
VENDOR/CONTRACTOR represents and warrants that VENDOR/CONTRACTOR is in compliance with all applicable federal, state and local laws,
including, but not limited to, the laws related to the requirement of an employer to verify an employee’s eligibility to work in the United States.
VENDOR/CONTRACTOR is encouraged (but not required) to incorporate the IMAGE best practices into its business and, when practicable, incorporate
verification requirements into its agreements with subcontractors. The IMAGE Best Practices can be found on the COUNTY’S website at
www.hemandocounty.us/pur/.

INSURANCE
Unless otherwise specified, the Contractor shall, at its sole expense, maintain in effect at all times during the performance of the services insurance coverage
with limits not less than those set forth below (uniess limits have been lowered) and with insurers and under forms of policies satisfactory to COUNTY.

Coverage Minimum Amounts and Limits
(a) Worker's Compensation Statutory requirements at location of work
Employer's Liability $ 100,000 each accident

$ 100,000 by employee
$ 500,000 paolicy limit

(b) Commercial General Liability $ 2,000,000 General Aggregate
(Additional Insured & Wavier $ 2,000,000 Products-Comp. Ops Agg.
Of Subrogation) $ 1,000,000 Each Occurrence
$ 5,000 Medical Expense
(c) Automobile Liability $ 1,000,000 Combined Single Limit (owned, hired and non-owned)
Option of Split Limits:
(1.) Bodily Injury $ 1,000,000 Per Person or $1,000,000 Per Accident

(Revised Jan.-2014)



Hernando Cty Gov Courthouse RTU-1 UPCM Rplc.
Proposal |ID: 7625580

SECURITY ADDENDUM

This Addendum shall be applicable to the sale, installation and use of Trane equipment and the sale and provision of Trane

services. “Trane” shall mean Trane U.S. Inc. for sales and services in the United States, or Trane Canada ULC for sales and
services in Canada.

1. Definitions. All terms used in this Addendum shall have the meaning specified in the Agreement unless otherwise defined
herein. For the purposes of this Addendum, the following terms are defined as follows:

“Customer Data” means Customer account information as related to the Services only and does not include HVAC
Machine Data or personal data. Trane does not require, nor shall Customer provide personal data to Trane under the
Agreement. Such data is not required for Trane to provide its Equipment and/or Services to the Customer.

“Equipment” shall have the meaning set forth in the Agreement.

“HVAC Machine Data” means data generated and collected from the product or furished service without manual entry.
HVAC Machine Data is data relating to the physical measurements and operating conditions of a HVAC system, such as
but not limited to, temperatures, humidity, pressure, HVAC equipment status. HYAC Machine Data does not include
Personal Data and, for the purposes of this agreement, the names of users of Trane's controls products or hosted
applications shall not be Personal Data, if any such user chooses to use his/her name(s) in the created accounts within
the controls product (e.g., firstname.lastname@address.com). HVAC Machine Data may be used by Trane: (a) to provide
better support services and/or products to users of its products and services; (b) to assess compliance with Trane terms
and conditions; (c) for statistical or other analysis of the collective characteristics and behaviors of product and services
users; (d) to backup user and other data or information and/or provide remote support and/or restoration; (e) to provide or
undertake: engineering analysis; failure analysis; warranty analysis; energy analysis; predictive analysis; service analysis;
product usage analysis; and/or other desirable analysis, including, but not limited to, histories or trends of any of the
foregoing; and (f) to otherwise understand and respond to the needs of users of the product or furnished
service. “Personal Data” means data and/or information that is owned or controlled by Customer, and that names or
identifies, or is about a natural person, such as: (i) data that is explicitly defined as a regulated category of data under any
data privacy laws applicable to Customer; (i) non-public personal information (“NPI”) or personal information (“PI”), such
as national identification number, passport number, social security number, social insurance number, or driver’s license
number; (iii) health or medical information, such as insurance information, medical prognosis, diagnosis information, or
genetic information; (iv) financial information, such as a policy number, credit card number, and/or bank account number;
(v) personally identifying technical information (whether transmitted or stored in cookies, devices, or otherwise), such as
IP address, MAC address, device identifier, International Mobile Equipment Identifier (“IMEI"), or advertising identifier; (vi)
biometric information; and/or (vii) sensitive personal data, such as, race, religion, marital status, disability, gender, sexual
orientation, geolocation, or mother's maiden name.

“Security Incident” shall refer to (i) a compromise of any network, system, application or data in which Customer Data has
been accessed or acquired by an unauthorized third party; (ii) any situation where Trane reasonably suspects that such

compromise may have occurred; or (iii) any actual or reasonably suspected unauthorized or illegal Processing, loss, use,
disclosure or acquisition of or access to any Customer Data.

“Services” shall have the meaning set forth in the Agreement.

2. HVAC Machine Data; Access to Customer Extranet and Third Party Systems. If Customer grants Trane access to HVAC
Machine Data via web portals or other non-public websites or extranet services on Customer’s or a third party's website
or system (each, an “Extranet”), Trane will comply with the following:

a. Accounts. Trane will ensure that Trane's personnel use only the Extranet account(s) designated by Customer
and will require Trane personnel to keep their access credentials confidential.

b. Systems. Trane will access the Extranet only through computing or processing systems or applications running
operating systems managed by Trane that include: (i) system network firewalls; (ii) centralized patch
management; (i) operating system appropriate anti-malware software; and (iv) for portable devices, full disk
encryption.

c. Restrictions. Unless otherwise approved by Customer in writing, Trane will not download, mirror or permanently
store any HVAC Machine Data from any Extranet on any medium, including any machines, devices or servers.

d. Account Termination. Trane will terminate the account of each of Trane’s personnel in accordance with Trane’s
standard practices after any specific Trane personnel who has been authorized to access any Extranet (1) no
longer needs access to HVAC Machine Data or (2) no longer qualifies as Trane personnel (e.g., the individual
leaves Trane’s employment).

e. Third Party Systems. Trane will provide Customer prior notice before it uses any third party system that stores
or may otherwise have access to HVAC Machine Data, unless (1) the data is encrypted and (2) the third party

system will not have access to the decryption key or unencrypted “plain text” versions of the HVAC Machine
Data.
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Hernando Cty Gov Courthouse RTU-1 UPCM Rplc.
Proposal ID: 7625580

10.

1.

12.

13.

14.

Customer Data; Confidentiality. Trane shall keep confidential, and shall not access or use any Customer Data and
information that is marked confidential or by its nature is considered confidential (“Customer Confidential Information”)
other than for the purpose of providing the Equipment and Services, and will disclose Customer Confidential Information
only: (i) to Trane’s employees and agents who have a need to know to perform the Services, (ii) as expressly permitted
or instructed by Customer, or (iii) to the minimum extent required to comply with applicable law, provided that Trane (1)

provides Customer with prompt written notice prior to any such disclosure, and (2) reasonably cooperate with Customer
to limit or prevent such disclosure.

Customer Data; Compliance with Laws. Trane agrees to comply with laws, regulations governmental requirements and

industry standards and practices relating to Trane's processing of Customer Confidential Information (collectively,
“Laws”).

Customer Data; Information Security Management. Trane agrees to establish and maintain an information security and
privacy program, consistent with applicable HVAC equipment industry practices that complies with this Addendum and
applicable Laws (“Information Security Program”). The Information Security Program shall include appropriate physical,
technical and administrative safeguards, including any safeguards and controls agreed by the Parties in writing, sufficient
to protect Customer systems, and Customer's Confidential Information from unauthorized access, destruction, use,
modification or disclosure. The Information Security Program shall include appropriate, ongoing training and awareness
programs designed to ensure that Trane's employees and agents, and others acting on Trane’s, behalf are aware of and
comply with the Information Security Program’s policies, procedures, and protocols.

Monitoring. Trane shall monitor and, at regular intervals consistent with HVAC equipment industry practices, test and
evaluate the effectiveness of its Information Security Program. Trane shall evaluate and promptly adjust its Information
Security Program in light of the results of the testing and monitoring, any material changes to its operations or business
arrangements, or any other facts or circumstances that Trane knows or reasonably should know may have a material
impact on the security of Customer Confidential Information, Customer systems and Customer property.

Audits. Customer acknowledges and agrees that the Trane SOC2 audit report will be used to satisfy any and all
audit/inspection requests/requirements by or on behalf of Customer. Trane will make its SOC2 audit report available to
Customer upon request and with a signed nondisclosure agreement.

Information Security Contact. Trane’s information security contact is Local Sales Office.

Security Incident Management. Trane shall notify Customer after the confirmation of a Security Incident that affects
Customer Confidential Information, Customer systems and Customer property. The written notice shall summarize the
nature and scope of the Security Incident and the corrective action already taken or planned.

Threat and Vulnerability Management. Trane regularly performs vulnerability scans and addresses detected vulnerabilities
on a risk basis. Periodically, Trane engages third-parties to perform network vulnerability assessments and penetration
testing. Vulnerabilities will be reported in accordance with Trane’s cybersecurity vulnerability reported process. Trane
periodically provides security updates and software upgrades.

Security Training and Awareness. New employees are required to complete security training as part of the new hire
process and receive annual and targeted training (as needed and appropriate to their role) thereafter to help maintain
compliance with Security Policies, as well as other corporate policies, such as the Trane Code of Conduct. This includes
requiring Trane employees to annually re-acknowledge the Code of Conduct and other Trane policies as appropriate.

Trane conducts periodic security awareness campaigns to educate personnel about their responsibilities and provide
guidance to create and maintain a secure workplace.

Secure Disposal Policies. Policies, processes, and procedures regarding the disposal of tangible and intangible property
containing Customer Confidential Information so that wherever possible, Customer Confidential Information cannot be
practicably read or reconstructed.

Logical Access Controls. Trane employs internal monitoring and logging technology to help detect and prevent
unauthorized access attempts to Trane’s corporate networks and production systems. Trane's monitoring includes a
review of changes affecting systems’ handling authentication, authorization, and auditing, and privileged access to

Trane production systems. Trane uses the principle of “least privilege” (meaning access denied unless specifically
granted) for access to customer data.

Contingency Planning/Disaster Recovery. Trane will implement policies and procedures required to respond to an

emergency or other occurrence (i.e. fire, vandalism, system failure, natural disaster) that could damage Customer Data
or any system that contains Customer Data. Procedures include the following -
(i) data backups; and

(ii) formal disaster recovery plan. Such disaster recovery plan is tested at least annually.
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Hernando Cty Gov Courthouse RTU-1 UPCM Rplc.
Proposal ID: 7625580

15. Return of Customer Data. If Trane is responsible for storing or receiving Customer Data, Trane shall, at Customer’s sole
discretion, deliver Customer Data to Customer in its preferred format within a commercially reasonable period of time
following the expiration or earlier termination of the Agreement or, such earlier time as Customer requests, securely
destroy or render unreadable or undecipherable each and every original and copy in every media of all Customer’s Data
in Trane’s possession, custody or control no later than [90 days] after receipt of Customer’s written instructions directing
Trane to delete the Customer Data.

16. Background checks Trane shall take reasonable steps to ensure the reliability of its employees or other personnel having
access to the Customer Data, including the conducting of appropriate background and/or verification checks in accordance
with Trane policies.

17. DISCLAIMER OF WARRANTIES. EXCEPT FOR ANY APPLICABLE WARRANTIES IN THE AGREEMENT, THE
SERVICES ARE PROVIDED "AS IS", WITH ALL FAULTS, AND THE ENTIRE RISK AS TO SATISFACTORY QUALITY,
PERFORMANCE, ACCURACY AND EFFORT AS TO SUCH SERVICES SHALL BE WITH CUSTOMER. TRANE
DISCLAIMS ANY AND ALL OTHER EXPRESS OR IMPLIED REPRESENTATIONS AND WARRANTIES WITH
RESPECT TO THE SERVICES AND THE SERVICES PROVIDED HEREUNDER, INCLUDING ANY EXPRESS OR
IMPLIED WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, OR THAT THE SERVICES
WILL OPERATE ERROR-FREE OR UNINTERRUPTED OR RETURN/RESPONSE TO INQUIRIES WITHIN ANY
SPECIFIC PERIOD OF TIME.

November 2023
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Hernando Cty Gov Courthouse RTU-1 UPCM Rplc.
Proposal ID: 7625580

APPENDIX
SERVICE BEST PRACTICES

Trane is completely dedicated to making buildings better. The ongoing pursuit of better buildings, using our long-term
domain expertise to push new technologies into everyday use, keeps us at the forefront of the industry.

In addition to the services details in the agreement above, we take practical steps every day to ensure our approach is safe
and efficient.

SAFETY

Since 2003, U.S. Bureau of Labor Statistics records have consistently shown
the Total Recordable Incident Rate (TRIR) and Days Away From Work
(DAFW) for Trane have been significantly lower than those for HVAC repair
and maintenance contractors and specialty trade contractors (construction).
The company’s safety culture in America is unparalleled in the building
service industry, with proven results in the continuous reduction of injury
rates. Trane incident rates (OSHA) are consistently 50 to 70 percent below
the industry average.

A wide range of safety training and resources are available to Trane
technicians, including:

Safety training—20 hours per year

Electrical safety—NFPA 70E compliant, electrical PPE
Fall protection

Ergonomics

USDOT compliance

Refrigerant management training

ENVIRONMENTAL PRACTICES

Trane policies and procedures are compliant with all federal and state
regulations. Refrigerant (and substitutes) handling, storage and leak repair
processes are compliant with Environmental Protection Agency regulation 40
CFR Part 82. Service technicians are Universal-certified and use only
certified recovery equipment

Refrigerant Management Software (RMS) captures, manages and reports all
refrigerant activity at your site. Annually, Trane will send you a report
documenting all refrigerant activity that we performed for each piece of
equipment during the past 12 months

Trane adheres to all environmental regulations when removing used oil from
refrigeration units.

CONSISTENCY

Nationwide, Trane technicians follow documented, formal processes that ensure uniform service delivery. As an OEM, Trane
has developed exclusive service procedures which provide the most reliable outcomes, and extended equipment longevity,
at the most cost-effective price.

e Exclusive service work flow processes provide detailed steps and information encompassing parts, materials, tools
and sequence of execution

e Additional steps addressing safety, quality control, work validation and environmental compliance

e Technicians must consistently reference documented processes to ensure no critical steps are skipped or omitted

e Applicable service processes meet or exceed ASHRAE 180-2008 Standard Practice for Inspection and
Maintenance of Commercial Building HVAC Systems

© 2024 Trane Technologies  All rights reserved Page 9 of 9 Service Quote



